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Abstract:
Today, with the development of processing technologies and improvement in cloud networks, a large number
of photos are transferred in networks. The need to hide data and maintain security attracted the attention of
researchers. In this paper, a reversible data hiding method based on the prediction error histogram shifting is
proposed in order to increase the embedding capacity and maintains the visual quality of the image as well.
To reach these goals, the original image is transformed into block-wise and for each block the prediction
method is figured based on the proposed method to create prediction errors. According to our prediction
method, in each 4×4 block, 75% of the prediction error pixels can find the ability to embed information.
The experimental results show a good acceptable embedding capacity as it is clear in a sample test image of
an airplane. In this case, the embedding capacity of 206,270 bits and a Peak Signal-to-Noise Ratio (PSNR)
of 50.99 dB have been reached. These results show the efficiency of our proposed method based on the
embedding capacity and visual quality of the images. The outcomes of the proposed method reach better
results than the main competitor methods.
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1. Introduction

Data hiding refers to embedding the information and data as
a binary stream in digital multimedia such as image, audio
and video. In fact, data hiding is the undetectable change of
a work to embed a message.
This embedding has no obvious and visible change in multi-
media and all information embedded in multimedia is well
extracted by its receiver. Today, due to the need for easy
transfer and movement of important and confidential infor-
mation like military, medical, authentication or other fields
from one place to another, this technology has been receiv-
ing attention and welcomes day by day.
Considering the digital images, there are various methods
of data hiding in the spatial domain, such as LSB [1–11],
DE [12–18], HS [19–30], Interpolation [31–35], so that the
information is embedded in the place of the pixels accord-
ing to it. In general, data hiding in images is divided into

two categories. These categories are taken into account
as reversible data hiding and irreversible data hiding. In a
reversible data hiding scheme, the embedded information
is well extracted and also the stego image is recovered in
its original form. In the irreversible data hiding scheme, de-
spite the information extraction, the method is not capable
of recovering the stego image in its original form.
Among the data hiding methods in the spatial domain, Dif-
ference Expansion (DE) and Histogram Shifting (HS) are
two very common and important methods in reversible data
hiding schemes, which have the ability to embed a large
amount of information. Schemes based on HS histogram
shifting [19–30] have attracted the attention of most re-
searchers. In 2006 Ni et al. [19] for the first time, proposed
a reversible data hiding scheme based on histogram shifting.
In this method, the histogram of the cover image is created
at first, then one or more pairs of peak and zero points are
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selected according to the requirement of Embedding Capac-
ity (EC); Then, the pixels between the peak and zero points
are shifted by one unit in the direction of the zero point
to free up space for data embedding. In the next step, the
information is embedded in the pixels with the maximum
size in the histogram. The size of the embedding capacity
is determined by the maximum size in the histogram of the
cover image. The stego image has good quality because the
maximum change of pixels is one in a unit (∆ = 1).
In order to achieve a higher embedding capacity, much re-
search was conducted for the HS-based design and some
ideas were proposed. Some divided the cover image into
two parts and applied the HS method separately for each
part [20]. Also, others used multi-layer and multi-level em-
bedding in the image histogram [25, 27], however, there
are methods that used the prediction-error histogram shift
method as developed in recent years [21–24, 26, 30]. First,
the original image, the cover image, is processed using pre-
diction methods, then the prediction error of the image is
calculated. After that, the information is embedded in the
prediction error instead of the original image. One of the
ways to improve the embedding capacity is to use a more
advanced prediction method to obtain a histogram with a
relatively clearer density distribution. The motivation of the
research in the literature focused on the hiding of data and
information in general. Our contribution to this research is
to implement a reversible data hiding method based on the
prediction-error histogram shifting. In this research, also,
we proposed an adaptive method in order to increase the
embedding capacity. Besides that, maintaining the visual
quality of the image is considered as well.

2. Related works

With a simple search about data hiding and steganography,
we may find much good research in this area, in differ-
ent schemes. Information and data hiding performance in
images is an interesting topic for researchers. Here we men-
tioned some related research about that, however, we can
find more different aspects of view in this area. In 2009
Tsai et al. [23] used the linear prediction technique and
achieved a significant embedding capacity. In 2015 Hu et
al. [26] proposed a method based on cascade prediction and
improved the embedding capacity. First, they divided the
original image into 4×4 or 5×5 blocks and embedded the

information in the prediction error based on their prediction
model. In 2020, Xie et al. [30] investigated the method of
Hu et al. [26]. They considered signed-digit as embeddable
data. they represented and converted the binary stream into
a signed-digit stream. They first reduced the number of
binary digit “1” in the binary stream, so that the changes
of the prediction error after embedding the information are
minimized and the image distortion is reduced. Finally, the
image quality is improved. In their method, several peak
points in the prediction error histogram were considered
and the cover image was divided into 2×2 or 4×4 or 8×8
blocks and the prediction error was calculated using cascade
prediction.
In the method that is presented by Xie et al., the embedding
capacity was matched with the dimensions of the block [30].
In [30], Xie et al. investigated that the image quality de-
creases with increasing embedding capacity. Therefore, in
the mentioned method, there should be a balance between
embedding capacity and image quality. Also, the embed-
ding capacity is affected by the number of selected peaks
points. According to the results of the tests, increasing the
maximum number of points n, increases the embedding
capacity and consequently increases the distortion of the
image and reduces the quality of the cover image. These
results are the same for all image block-wise dimensions.
Of course, according to the results of the above method, it
works better for the block with dimensions of 4×4. In the
method of Xie et al. [30], the image embedding capacity
has been significantly increased at the cost of reducing the
image quality under factors such as the maximum number
of points n and the dimensions of the image block. Among
other features of this method, we can mention the arbitrary
selection of the maximum number of points n for data em-
bedding and achieving adaptive embedding capacity. The
remaining parts of the paper are organized as follows. Our
proposed scheme is presented in section 3. Experimental
results are given in section 4, with some concluding remarks
and future work suggestions in section 5.

3. Proposed scheme

According to the investigated research and method by Hu et
al. [26] and Xie et al. [30], we define our proposed scheme.
Fig. 1 shows the framework of our proposed scheme.
Based on these studies our proposed scheme is explained

Figure 1. The framework of our proposed scheme.
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as follow. At first, we divided the original image, the cover
image, into 4×4 blocks as shown in Fig. 2 (a). Selecting
the reference pixel for all 4× 4 blocks of original image,
the prediction is made based on the proposed scheme based
on Fig. 2 (b) and then the prediction error is calculated as
shown in Fig. 2 (c). As seen in Fig. 2, in each 4×4 block
of the original image, 3/4 of the prediction error becomes
zero, and as a result, the peak of the histogram of the pre-
diction error image is determined at point “0”, that is, a
place for embedding information. In this method, we used
a pair of peak and zero points to perform the histogram
shifting operation and then embed the information, which
helps to increase the visual quality of the image and reduce
the distortion of the image as much as possible. Our pro-
posed method there are two properties, the simplicity of its
algorithm due to having only one pair of maximum and zero
points and using the conversion of binary data stream “S”
with one conversion step to decimal floating data stream,
and replacing allocated binary digit instead of decimal float-
ing number to creating the main stego image in the encoder
and decoder.

3.1 Block–wise prediction based on the proposed
scheme

Fig. 2 illustrates that in the first step, we divided the original
image into 4×4 blocks. In each 4×4 block, we select the
pixel P33 as the reference pixel, and by replacing it with

P22, P24, P42, and P44, we obtain the prediction matrix of
the proposed method in this paper as shown in Fig. 2 (b).
Finally, the difference of the original image is taken from
the prediction matrix, which leads to the prediction error of
the original image. The important point is that according
to the characteristics of the prediction function in the our
method, in each 4× 4 block of the image, 75% of each
block finds the ability to data embedding, see Fig. 2.
Fig. 3 shows the comparison of the histogram of the original
image and the histogram of the original image prediction
error. As it is clear in the Figure, the peak amplitude of
the histogram in the original image prediction error has
increased significantly compared to the peak amplitude of
the histogram of the original image.

d = Px −Pr (1)

dnew =

{
d +1, if d ≥ 1
d, otherwise.

(2)

3.2 Information embedding procedure
Fig. 4 shows the block diagram of the information embed-
ding procedure based on the proposed method, and these
steps are described as follow:
Input: Original image (Px) and main secret data “S”.
Output: Marked image (Pxnew).
Step 1: Calculation of the prediction function based on the
proposed method (Pr), see Fig. 2 (b) and Fig. 8.

Figure 2. Proposed scheme for 4×4 block-wise prediction.

Figure 3. Histogram of the original image and the prediction error.
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Figure 4. Information embedding procedure based on the proposed method.

Step 2: Calculation of prediction error according to Eq. (1)
and Fig. 2 (c).
Step 3: Taking the histogram of the image prediction error
(d), shifting the histogram based on the selection of a pair
of maximum and zero points according to Eq. (2).
Step 4: Conversion of binary data stream “S” with one
conversion steps to decimal floating data stream according
to Eq. (3).
Step 5: Embedding the data in the maximum point of
the shifted prediction error histogram (dnew) according to
Eq. (4).
Step 6: Combining the prediction function of the original
image with the embedded prediction error (dnew), we create
the stego image based on floating number in the output ac-
cording to Eq. (5).
Step7: Replacing binary digit instead of decimal floating
number and finally creating the stego image (Pxnew), see
Eq. (6).

(data)2 to (data)fn =

{
0 < β < B, if Si = 0
C < α < 1, if Si = 1.

(3)

dnew =

{
dnew +S, if dnew = 0
dnew, otherwise.

(4)

Pxnew = dnew +Pr (5)

(data)fn to (data)2 =

{
Si = 0, if 0 < β < B
Si = 1, if C < α < 1.

(6)

3.3 Information extraction and original image recovery
procedure

The block diagram of the information extraction and origi-
nal image recovery procedure based on the proposed method
is shown in Fig. 5. These steps are described as follow:
Input: Marked image based on decimal floating number
stream.
Output: Recovered original image (Px) and extracted main
secret data “S”.
Step 1: Receiving the stego image based on decimal float-
ing number and then replacing the binary digits instead of
decimal floating number (Eq. (6)) and Creating the stego
image based on binary digits.
Step 2: Recovery of the prediction function of the proposed
method (Pr) using stego image based on decimal floating
number according to Fig. 8.
Step 3: Calculate the modified prediction error (dnew) of
the stego image according to Eq. (7).
Step 4: Extract information (S) from the modified predic-
tion error (dnew) of the stego image according to Eq. (8).
Step 5: In the end of taking the prediction error histogram
of the stego image, recovery of the prediction error of the
original image according to Eq. (9) and reverse shifting
according to Eq. (10) and combine it with the prediction
function of the original image according to Eq. (11).

dnew = Pxnew −Pr (7)

S =

{
1, if dnew = 1
0 if dnew = 0.

(8)

dnew =

{
0, if dnew = 1
dnew otherwise.

(9)
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Figure 5. Information extraction and original image recovery procedure based on the proposed method.

drec =

{
dnew −1, if dnew ≥ 1
dnew otherwise.

(10)

Px = drec −Pr (11)

3.4 Example of the proposed scheme
For better understanding an example is given in this section
in order to verify the procedure. Fig. 6 shows the process of
information embedding in the transmitter and Fig. 7 shows
the process of information extraction and original image
recovery in the receiver.
First, the original image is divided into 4× 4 blocks. For
each block, the embedding process is similar to the example
in Fig. 6. Based on our proposed prediction method, the
prediction error is calculated. Then the shift operation of
the histogram of the prediction error is performed in the
range of the maximum and zero points of the prediction
error histogram. In the next step information of the binary
stream (αββαααβααβαα)fn is embedded in it. Finally,
by combining the prediction function of the original image
will obtain the stego image. In Fig. 7, the example of
the process of information extraction and original image
recovery are shown. The marked image is received as a
4× 4 block, then based on the prediction function of our
proposed method, the prediction error calculated, in the first
step of the binary stream information (100111011011)2 is
correctly extracted, in the following, the prediction error
recovery steps are followed and original image is recovered.

3.5 Example of prediction function recovery and
achieve to original marked image

We applying the secret data to recover the prediction func-
tion and achievement the original marked image in the re-
ceiver. In the binary stream (100111011011)2 instead of

the number 1, we temporarily use floating numbers in the
range of 0.5 < α < 1 and instead of the number 0, float-
ing numbers in the range of 0 < β < 0.5 is used. Which
leads to the corresponding data as: (0.9141 0.2379 0.1613
0.8480 0.8068 0.8240 0.1637 0.9964 0.9530 0.3358 0.9276
0.8182)fn. After embedding this data, the changes of the
embedded pixels are displayed as a decimal. Then, in the
receiver, we proceed the following procedure and based on
Fig. 8 to reach the main specified image and restore the
prediction function.
Input: Input image (Ix).
Output 1: Original marked image recovery (Pxnew).
Output 2: Prediction function recovery (Pr).
Step 1: Round the input image matrix to the largest integer
or smallest integer and convert it to the original marked
image by the formula (Pxnew = round (Ix)).
Step 2: Round the input image matrix to the smallest inte-
ger by the formula (Pr = floor (Ix)) and then replace pixel
P33 instead of the pixels P22, P24, P42, and P44. Also in
the prediction function (Pr) size of pixel P33 is remains
constant.

4. Experimental results

In order to check the steps of the algorithm experimen-
tally, we applied standard and custom images. These 6
standard images are Airplane, Boat, Girl, Goldhill, Lena
and Toy. These images are in gray scale with size of
512× 512 [36, 37], as shown in Fig. 9, in order to mea-
sure and compare the results of the algorithm with other
previous mentioned method, several important measure-
ment criteria MSE, PSNR, SSIM and ER were used [38].
The Embedding Rate (ER) was used to measure the data
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Figure 6. Information embedding process in the transmitter.

Figure 7. Information extraction and original image recovery process in the receiver.
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Figure 8. The method for achievement of original marked image and prediction function recovery.

hiding efficiency by Eq. (12).

ER =
Number of sedret data

Image size
(bpp) (12)

The bpp refers to bits per pixel. The higher embedding
rate shows that this method can embed a large amount of
secret information in the cover image. Also, maximum
peak signal-to-noise ratio (PSNR) is used to measure the
similarity between the original image and the marked image,
using Eq. (13).
A higher PSNR value indicates that the marked image is
very similar to the original image, therefore, the human eye
cannot identify effectively the difference between the stego
image and the original image.

PSNR = 10× log10
(255)2

MSE
(db) (13)

The MSE shows the mean square error between the original
image and the stego image, the Eq. (14) shows it. Where,
in this equation (H ×W ) refers to the image size.

MSE =
1

H ×W
×

H

∑
i=1

W

∑
j=1

(P(i, j)− Ṕ(i, j))2 (14)

In addition, the Structural Similarity index (SSIM) is cal-
culated to measure the visual similarity between the cover
image and the stego image as shown in Eq. (15).

SSIM(P, Ṕ)= [l(P, Ṕ)]α ×[c(P, Ṕ)]β ×[S(P, Ṕ)]γ α,β ,γ = 1
(15)

Larger values of SSIM assure that the human eye system
cannot effectively detect secret data from the stego image.

In this equation, P and Ṕ denote the cover image and the
stego image, respectively. The three parameters l, c and S
show luminance contrast and structure, respectively. The
value of luminance was calculated by Eq. (16):

l(P, Ṕ) =
2×P×P′

+ c

P2 × (P′
)2 + c

(16)

where P and P′ denote the average values of the cover pixels
and the stego pixels, respectively. The constant c assures
that the denominator is greater than 0. The value of contrast
was calculated by Eq. (17):

c(P, Ṕ) =
2×δPδP′ + c
δ 2

P ×δ 2
P + c

(17)

In the equation (17) and equation (18), δP and δṔ is the
standard deviations of the cover pixels and the stego pix-
els, respectively. The value of structural was calculated as
Eq. (18):

S(P, Ṕ) =
δPP′ + c

δPδP′ + c
(18)

where the covariance δPP′ can be calculated by Eq. (19):

δPP′ =
1

H ×W −1
×

H

∑
i=1

W

∑
j=1

(P(i, j)−P)(Ṕ(i, j)−P′
) (19)

4.1 Performance of the proposed method
In the following images, the result and performance of the
proposed method are shown.
Our proposed method, tests were performed for all 6 stan-
dard images shown in Fig. 9, and the interpretation of the
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Figure 9. Test images: (a) Airplane, (b) Boat, (c) Girl, (d) Goldhill, (e) Lena, (f) Toys.

results is shown in Table 1.
According to the numerical results shown in Table 1, ap-
plying 6 standard images, the average embedding capacity
is 203138 bits and the average peak signal-to-noise ratio
is 51.00 dB. Also the average mean squared error and the
average structural similarity index are 0.5156 and 0.9979,
respectively. The average information embedding rate is
0.774 bpp, which shows that comparison of the proposed
method to the previous method, especially, the competitor
method in [30]. The embedding capacity and peak signal-
to-noise ratio have increased significantly.
It is also necessary to reiterate that in the proposed method,
using a pair of maximum and zero points of the histogram
of the image prediction error, we performed the histogram
shifting operation and then information embedding. In the

step of image prediction error histogram shifting, the pix-
els that are greater than and equal to one are shifted one
unit to the right in the histogram and the rest of the image
prediction error pixels remain unchanged as explained in
equation (1). This shift is used to detect and extract the
information “1” of the embedded binary stream in the em-
beddable pixels of the image. This capability reduces the
image distortion, unlike the method of Xie et al. [30]. As
a result, for all test images and based on the results ap-
proached in Table 1, considering the high embedding rate of
about 0.774 bpp, we achieved a high PSNR. Which shows
the efficiency of the proposed method has been significantly
increased based on the mentioned results. The comparative
results of our proposed method with other three methods is
analyzed in section 4.2.

Table 1. The performance of our proposed method at a glance.

Performance of the proposed scheme with 4×4 block

Test images EC (bit) PSNR (db) MSE SSIM ER (bpp)

Airplane 206,270 50.99 0.5176 0.9977 0.786

Boat 202,692 51.00 0.5163 0.9979 0.773

Girl 203,040 51.05 0.5105 0.9982 0.774

Goldhill 200,884 51.01 0.5149 0.9985 0.766

Lena 202,990 50.99 0.5166 0.9978 0.774

Toys 202,954 50.99 0.5177 0.9977 0.774

Average 203,138 51.00 0.5156 0.9979 0.774
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4.2 Comparison of the proposed scheme with other
methods

In the following, the review and comparison of the results
of our method with other methods are figured out. The
numerical and illustration of results are shown in Tables 2
to 4 and related figures from 10 to 13, respectively. From
outcomes of our proposed scheme, embedding capacity and
peak signal-to-noise ratio accompany with embedding rate
have been evaluated.
As the numerical results are shown in Table 2, our proposed
method is compared with the method of Xie et al. For the
airplane image, compared to the competitor method, the
embedding capacity increase is 25.8%, that is, we increased
the capacity by 42326 bits. For the boat image, the embed-
ding capacity increase is 48.4% that it verifies, we increased
the capacity by 66141 bits. For the girl image, the embed-
ding capacity increase is 46.7% that shows increment in
the capacity by 64,691 bits. For the Goldhill image, the
embedding capacity increase is 77.3%, that is, our proposed
method increased the capacity by 87,641 bits. For the Lena
image, the embedding capacity increase is 39.4%, this result
shows the increment by 57386 bits, and finally For the toy
image, the embedding capacity increase is 39.9%, that is,
the proposed method increased the capacity by 57914 bits.
By evaluating these results we come to conclusion that our
proposed method works better in compared with the method
of Xie et al. [30]. Our outcomes and approaches show a
significant result compared to the method of Hu et al. [26]
and Ni et al. [19].
The numerical results sorted in Table 3 show the perfor-
mance of our proposed method compared with other refer-
ences in term of peak signal-to-noise ratio. PSNR percent-

age increase for airplane image is 60.5%, for boat image is
61.8%, for girl image is 64.6%, for Goldhill image is 64.4%,
for Lena’s image is 62.3% and for the toy’s image is 64.1%.
As a result, compared to the competitor method [30], we
have had a good improvement in terms of the PSNR crite-
rion. An increase in PSNR means that the visual quality of
the image is improved.
Also, the peak signal-to-noise ratio of our proposed method
has been compared with the method of Hu et al. [26] and
also has been compared with the method of Ni et al. [19].
Table 4, shows the comparisons between our proposed
method in the criterion of embedding rate (ER) and the
three related methods [19, 26, 30].
The increase of this criterion compared to the competitor’s
method [30] for the image of the plane and boat is 25.7%
and 48.3%, respectively, for the image of the girl and the
image of Goldhill, it is 46.6% and 77.3% and finally for the
image of Lena and the toy, this ratio is 39.3% and 39.9%,
respectively.
These results show that in criterion of information embed-
ding rate, our proposed method has sometimes increased
significantly compared to other mentioned methods.
In Fig. 10, Fig. 11, and Fig. 12 comparison of our proposed
method jointly with the other 3 methods is illustrated. Re-
garding all standard test images are shown as a bar chart.
The effectiveness and capability of our method compared to
the results of previous methods; especially, the main com-
petitor’s method, has been evaluated intuitively in terms of
the three criteria of EC, PSNR and ER, respectively.
In general, in the process of data and information embed-
ding, the more information embedded in the image, the
lower the quality of the image. It is because of the num-

Table 2. Comparisons among the proposed method and three related methods in terms of EC (bit) values.

Performance of the proposed method in terms of EC values

Methods
Images

Airplane Boat Girl Goldhill Lena Toys

Proposed scheme 206,270 202,692 203,040 200,884 202,990 202,954

Xie et al. [30] 163,944 136,551 138,349 113,243 145,604 145,040

Hu et al. [26] 41,329 24,938 26,255 19,905 28,785 25,979

Ni et al. [19] 9,002 5,614 3,739 2,683 2,908 9,344

Table 3. Comparisons among the proposed method and three related methods in terms of PSNR (db) values PSNR (db) values.

Performance of the proposed method in terms of PSNR values

Methods
Images

Airplane Boat Girl Goldhill Lena Toys

Proposed scheme 50.99 51.00 51.05 51.01 50.99 50.99

Xie et al. [30] 31.763 31.517 31.005 31.014 31.401 31.072

Hu et al. [26] 51.417 51.414 51.121 51.377 51.449 51.389

Ni et al. [19] 53.231 53.121 55.212 51.059 53.843 49.087
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Table 4. Comparisons among the proposed method and three related methods in terms of ER (bpp) values.

Performance of the proposed method in terms of PSNR values

Methods
Images

Airplane Boat Girl Goldhill Lena Toys

Proposed scheme 0.786 0.773 0.774 0.766 0.774 0.774

Xie et al. [30] 0.625 0.5209 0.5277 0.4319 0.5554 0.5532

Hu et al. [26] 0.157 0.095 0.100 0.075 0.109 0.099

Ni et al. [19] 0.034 0.021 0.014 0.010 0.011 0.035

ber of changed pixels increases and leads the increment in
image distortion. In this case, the PSNR criterion is one
of the criteria for measuring image quality. In Fig. 13, our
proposed method is compared with three other methods in
terms of PSNR to ER ratio. The PSNR parameter has an in-
verse relationship with ER, generally PSNR decreases with
the increase of ER. In recent years, researchers have tried
to achieve a suitable PSNR by using data hiding algorithms
despite the increase of ER. Fig. 13 shows the advantages of
proposed method in term of the embedding rate (ER), the
amount (PSNR) decreases exponentially and gradually.
For example, for a sample curve related to the airplane in
Fig. 13, which is shown in blue color, the amount of PSNR

in ER = 0.1967 is equal to 54.9 or in ER = 0.2623, PSNR
is equal to 54.25 or in ER = 0.3934 the size of PSNR is
equal to 53.18, which shows the increase of ER causes the
size of PSNR is gradually decreasing. But in the method
of Xie et al. [30], as shown in Fig. 13, in the image of the
airplane, with the increase in the information embedding
rate, the PSNR decreases steeply.
In Hu et al.’s method [26] and Ni et al.’s method [19], due
to the low and limited embedding capacity, the range of
changes is small compared to our proposed method. As a
result, PSNR changes are in the same range.

Figure 10. Comparison between the proposed method and the three related methods [19, 26, 30] in terms of EC values.

Figure 11. Comparison between the proposed method and the three related methods [19, 26, 30] in terms of PSNR values.
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Figure 12. Comparison between the proposed method and the three related methods [19, 26, 30] in terms of ER values.

Figure 13. Comparison between the proposed method and the three related methods [19, 26, 30] in terms of embedding rates and PSNR values.
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5. Conclusion
In this paper, a scheme based on histogram shifting of
image prediction error with adaptive embedding capacity is
proposed for reversible data hiding. The achievements of
our proposed scheme show the advantages and benefits of
our method in details. Using a pair of peak and zero points
in the prediction- error histogram for histogram shifting
operation and then information embedding to achieve
high embedding capacity while maintaining image quality
unlike previous methods is one of feature in our method. A
block-wise based prediction is used to generate a prediction
error histogram by needle shaped peak, resulting in high
embedding capacity, that is also the other outcome of
our method. According to the marked image, the secret
data can be accurately extracted and the image can be
fully recovered. Experimental results confirm that the
proposed scheme can achieve higher embedding capacity
than previous methods while maintaining visual quality
for the marked image. In the future work, we plan to
use the signed digit representation method together with
the proposed method to achieve a very high embedding
capacity while maintaining the image quality. Also,
we are planning to apply the evolutionary and fuzzy
logic algorithm in the selection and assessment of the
pixels location and block- wise parts to improve our method.
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